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**Alternance - Consultant Cybersécurité**



**Présentation de VADEMI**

Fondée en 2014, VADEMI est une société indépendante dont l’ADN est la Cybersécurité.

Nous disposons de trois domaines d'expertises :

* **CyberAudits®**
* **CyberGRC®**
* **CyberSOC®**

**NOS TROIS VALEURS FONDAMENTALES**

L'engagement, la loyauté, le leadership constituent les soubassements de notre entreprise. Ces valeurs déterminent le choix de nos consultants et la nature de la relation que nous entretenons avec nos clients qui sont au centre de nos préoccupations.

* **ENGAGEMENT**

Nos agents sont animés d'un bon esprit de dépassement et sont susceptibles d'aller au-delà de nos attentes. Ils sont prompts à :

* ﻿﻿faire des suggestions pertinentes,
* évaluer avec précision les exigences spécifiques à chaque mission,
* proposer une diversité de solutions pratiques en fonction de la situation et des besoins du client,
* respecter les termes de référence et les délais requis,
* travailler en équipe pour un partage d'expérience en vue d'atteindre les objectifs spécifiques de l'entreprise et de donner satisfaction au client.
* **LOYAUTE**
* Nous nous faisons un impérieux devoir de tenir nos engagements envers nos clients, nos partenaires, nos collaborateurs.
* Notre loyauté se manifeste par le respect de la parole donnée à nos clients et par la qualité de nos prestations.
* Le dévouement de nos agents, leur fidélité aux principes et aux objectifs de l'entreprise participent à notre réputation.
* **LEADERSHIP**

Nous utilisons les leviers du leadership participatif en vue :

* De favoriser des échanges fructueux et de créer au sein de nos équipes une saine cohésion.
* D'inciter les agents à plus d'engouement, de prise de responsabilité et d'engagement à tous les niveaux,
* ﻿D'encourager les initiatives individuelles et collectives
* D'instaurer un cadre de confiance, élément essentiel pour développer la prise d'initiative, de stimuler la croissance et le succès collectif.

**Les missions du poste**

Rattaché(e) aux départements cybersécurité, votre rôle et vos missions seront :

* Mise en œuvre des architectures sécurisées ;
* Configurations, paramétrages des équipements de sécurité ,
* Contribution à la réalisation des audits techniques et organisationnels ;
* Participer à l'implémentions des bonnes pratiques cybersécurité dans les métiers ;
* Participer au développement et à l'implémentation des architectures sécurisées ;
* Devenir référent sécurité projet interne ( Label Cyber Expert , PASSI -LPM, France Cybersecurity, CCI Cybersécurité, ECSO, SMSI) ;
* Participer à la sensibilisation des collaborateurs et des administrateurs dans la cybersécurité ;
* Accompagnement de nos clients dans la compréhension des risques liés à leurs activités, la définition des stratégies qui permettront de les intégrer, de les maîtriser et de les transformer en opportunités;
* Contribution à la réalisation des analyses de risques (ISO27001,EBIOS, ISO 27005, NIS, DORA, PIA et ou méthodologies spécifiques) au niveau des projets ou des programmes de nos clients; identification et suivi de plan de traitement des risques;
* Contribution à la rédaction des dossiers de sécurité spécifiques aux projets ;
* Accompagnement de nos clients dans la mise en œuvre des dispositifs de contrôle et de gouvernance des risques SSI;
* Contribution à la définition et mise en place des politiques de sécurité ou de systèmes de management de la sécurité;
* Participation aux actions de communication de la société (salons, événements, conférences, formations, etc.);
* Contribution à la rédaction de livrables et préconisations ;
* Participer à la rédaction des politique de sécurité ;
* Participation aux audits de certification internes et des clients.

La liste des missions n'est pas exhaustive. Elles dépendront de vos aptitudes, souhaits d'évolution et compétences, lesquelles peuvent l'amener à réaliser des prestations d'audit dans tout ou partie des domaines précédemment cités.

**Les apports de l'alternance :**

**Richesse de l’environnement technique des missions** : Vous aurez l'occasion d'approfondir vos compétences techniques sur les technologies innovantes en cybersécurité : Infrastructures PKI, pare-feu (Stormshield, Fortinet, Palo Alto), Antivirus et EDR ( Kaspersky, Trend Micro, Symantec, Sophos), Annuaires ( Active Directory, Red Hat IdM), Radius, Réglementations (RGPD, NIS, DORA), Standards internationaux (ISO 2700X, SecNumCloud, HDS), Homologation SIIS, LPM, qualifications (PASSI, Expert Cyber, ECSO, France Cybersecurity, CCI Cybersécurité).

**Gouvernance en matière de cybersécurité** : Vous aurez l'occasion d'acquérir des connaissances sur la façon dont les politiques, procédures et normes sont élaborées et appliquées pour garantir une gouvernance efficace de la cybersécurité au sein des entreprises. Cette expérience vous offrira une vue d'ensemble des processus décisionnels et des systèmes de contrôle mis en place pour gérer les risques associés à la sécurité des SI.

**Analyse des risques et enjeux de sécurité** : Vous serez chargé d'analyser les risques et enjeux de sécurité relatifs à la cybersécurité. Ceci comprendra l'évaluation des menaces potentielles, l'identification des vulnérabilités au sein des systèmes d'information, et l'élaboration de stratégies de mitigation adaptées.

**Conformité réglementaire et normative** : Le stage vous donnera l'opportunité de vous familiariser avec les exigences réglementaires et normatives en matière de cybersécurité. Vous explorerez diverses normes de sécurité, ainsi que les législations et régulations pertinentes en matière de protection des données et de confidentialité des informations.

**Élaboration de politiques et de directives** : Vous pourrez participer à l'élaboration de politiques, directives et procédures visant à renforcer la gouvernance de la cybersécurité. Cela inclura la rédaction de documents officiels, la contribution à des réunions de travail et la collaboration avec les parties prenantes.

**Réalisation des audits**: Vous pourrez participer à la réalisation des audits sur différents segments pour les clients. Vous pourrez monter en compétence sur le cadrage, l’organisation et la mise en œuvre des audits.

**Le profil recherché :**

**Votre profil :**

Étudiant(e) en dernière année d'une école d'Ingénieurs ou équivalent Universitaire, de préférence avec une spécialisation cybersécurité, vous êtes à la recherche d'une alternance ou d’un stage de fin d’année.

Pragmatique, vous faites preuve d'adaptabilité et de curiosité. Vous aimez travailler en équipe, vous êtes bon(ne) communicant(e) et curieux(se) techniquement, vous aimez prendre des initiatives et résoudre des défis techniques ?

Alors intégrez une entreprise où règne un esprit entrepreneurial fort et une atmosphère propice à votre évolution.

**Vos compétences :**

* Vous avez des notions fondamentaux sur la sécurité de l'exploitation et des communications, sécurité physique, audit, étude de risque ;
* Vous bénéficiez d'expérience ou avez réalisé des projets ou études de cas dans l'un des domaines de la sécurité d'un ou plusieurs référentiels de sécurité (ISO 27001/27005/27301, HDS ou SecNumCloud) ;
* Vous disposez d'une bonne connaissance des standards de sécurité ;
* Vous avez une bonne aptitude à l'identification des risques. (Ex : EBIOS RM) ;
* Vous avez des connaissances techniques en sécurité (Antivirus, pare-feu, Active Directory, Bastion Administrateur, Proxy internet ou applicatif, PKI et EDR) ;
* Connaissance des principes d'architecture et socle informatique (Système/OS, Middleware, réseaux, stockage, sauvegarde) ;
* Vous maitrisez parfaitement la langue Française notamment à l'écrit, et avez une bonne capacité de synthèse et de vulgarisation pour garantir la bonne compréhension de vos messages par vos différents interlocuteurs.

**Vos qualités :**

* Vous avez le sens de la coopération et une grande capacité d'adaptation ;
* Vous avez des capacités d'analyse sur des sujets transverses ;
* Vous avez un sens de la communication aussi bien avec des experts techniques qu'avec le management ;
* Vous avez une maîtrise des attitudes liées à l'éthique : séparation des fonctions, devoir de réserve, besoin d'en connaître ;
* Vous avez une grande capacité d'organisation et de gestion des priorités ;
* Vous êtes rigoureux (se).

**Lieu de l’alternance**

**VADEMI**

Adresse : 32 Rue Saint-Ambroise, 77000 Melun

Tél : 01 85 76 46 20

Mail : recrutement@vademi.com